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Abstract—Although WiFi fingerprint-based indoor localization
is attractive, its accuracy remains a primary challenge, especially in
mobile environments. Existing approaches either appeal to phys-
ical layer information or rely on extra wireless signals for high
accuracy. In this paper, we revisit the received signal strength
(RSS) fingerprint-based localization scheme and reveal crucial ob-
servations that act as the root causes of localization errors, yet
are surprisingly overlooked or not adequately addressed in previ-
ous works. Specifically, we recognize access points’ (APs) diverse
discrimination for fingerprinting a specific location, observe the
RSS inconsistency caused by signal fluctuations and human body
blockages, and uncover the transitional fingerprint problem on
commodity smartphones. Inspired by these insights, we devise a
discrimination factor to quantify different APs’ discrimination,
incorporate robust regression to tolerate outlier measurements,
and reassemble different normal fingerprints to cope with transi-
tional fingerprints. Integrating these techniques in a unified system,
we propose DorFin, i.e., a novel scheme of fingerprint generation,
representation, and matching, which yields remarkable accuracy
without incurring extra cost. Extensive experiments in three cam-
pus buildings demonstrate that DorFin achieves a mean error of
2.5 m and, more importantly, decreases the 95th percentile error
under 6.2 m, both significantly outperforming existing approaches.

Index Terms—Fingerprints, indoor localization, smartphones,

WiFi.

HE proliferation of mobile computing has spurred exten-
T sive interests in location-based services, leading to an ur-
gent need for fine-grained location. The past decade has wit-
nessed the conceptualization and development of various wire-
less indoor localization techniques, including WiFi [1], [2],
radio-frequency identification (RFID) [3], [4], acoustic signals
[51, [6], ultrasound [7], [8], etc. Due to the wide deployment and
availability of WiFi infrastructure, WiFi fingerprint-based in-
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door localization has become one of the most attractive localiza-
tion techniques [9]-[14]. Roughly speaking, a fingerprint-based
scheme consists of two stages: site survey and fingerprint match-
ing. During site survey (a.k.a calibration or war-driving), re-
ceived signal strengths (RSS) from multiple WiFi access points
(APs) are recorded at known locations to construct a fingerprint
database. To locate a user, localization algorithms match his
RSS measurements against the prelabeled records and estimate
his location to be the one with the best-fitted fingerprint.

There is generally a tradeoff between accuracy, ubiquity, and
cost in designing a pervasive indoor localization system. Ac-
curacy has long been the primary challenge especially in mo-
bile environments. Even schemes that have been reported to
have very high accuracy in some instances, e.g., [2], [13], and
[15], can experience rapid performance degradation in realis-
tic environments, with median error consistently above 5 m
[16]. In addition, there are always unacceptably large tail errors,
e.g., 10-20 m or larger. Recent works [12], [16] have found
that large errors of prior works could range from 12 to around
40 m. Mobility further deteriorates the performance especially
for smartphone-based methods. Efforts to gain high accuracy
include to leverage physical layer information [17] and incor-
porate acoustic ranging [6], [12], among others. Despite of the
notable improvements, these methods typically either rely on
information unavailable on commodity smartphones, or resort
to unrealistic cooperation among a dense crowd of peers, and
WiFi fingerprinting is usually employed as a fundamental mod-
ule [18]. Hence, any improvement on WiFi fingerprinting itself
is of great significance and is usually not conflict but comple-
mentary to enhancements by additional information [19]-[21].
In this paper, we investigate to mitigate large errors for WiFi
fingerprinting and achieve accurate and robust localization, es-
pecially for mobile phones, without degrading the ubiquity or
increasing the costs.

To investigate the root cause of limited localization accuracy,
we conduct extensive experiments and uncover or revisit the
following characteristics of WiFi fingerprint-based localization:

1) APs have different discriminatory capabilities to finger-
print a specific location since RSS changes are inversely
proportional to the physical distance, subject to radio sig-
nal propagation laws. Intuitively, faraway APs may lead
to large location estimation errors, while close ones can
help mitigate the location uncertainty.

Biased RSS measurements caused by signal fluctuation
and human body blockage may present themselves as
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outliers in fingerprint matching. Human body blockage
to smartphones can remove line-of-sight and weaken the
received signal by up to 10 dB, thus greatly exaggerating
the discrepancies of fingerprints measured from the same
location.

3) The real-time measured RSS values may be in fact out-
dated due to incomplete scan by hardware and software
limitations of commodity wireless devices. In other words,
latest reported RSS values could be cached duplicates of
previous scans performed several seconds ago, as we call
outdated RSS. Considering user mobility, the outdated
RSSs could actually be measurements done at a previous
location, which result in transitional fingerprint, i.e., a
patchwork of the up-to-date RSSs of the current location
and the cached RSSs of the past locations. In overlook-
ing such farraginous information, previous works directly
compare the transitional fingerprints with those collected
at a single location, incurring frequent fingerprint mis-
matches. The above are key reasons behind location errors
of fingerprint-based schemes, especially in mobile envi-
ronments; yet, surprisingly, they have not been adequately
addressed in existing works (in spite of the fact that some
of them, e.g., AP quality and body blockage, have been
noticed previously [22], [23]).

With these observations in mind, we design DorFin (named
after Discrimination diversity, Outdated RSS, and Fingerprint
inconsistency), an accurate and robust fingerprint-based scheme
that unleashes the true potential of WiFi-based localization
for smartphone applications. DorFin includes three main
components. First, we quantitatively differentiate distinct AP’s
discriminatory ability with respect to a specific location. APs
with stronger ability are emphasized with more weights in
fingerprint matching, while others are de-emphasized. Second,
noting fingerprint inconsistency, we apply a robust regression
(RR) technique in fingerprint matching identify and mitigate
those outlying RSS values, in the hope of ensuring accuracy
under noisy measurements. Finally, we propose phantom fin-
gerprints (PFs) that incorporate multiple normal fingerprints in
the fingerprint database to deal with the transitional fingerprints.
PFs are assembled according to the specific geometrical con-
straints of outdated RSSs, which are derived by monitoring user
mobility using smartphones’ built-in inertial sensors. Integrat-
ing these components, we design a uniform fingerprint similarity
metric which further takes account of common AP (CA) ratio
as a factor to mitigate erroneous matches of distant fingerprints.

To validate our design, we implement DorFin on commod-
ity devices and conduct extensive experiments in three campus
buildings. We also employ two classical [1], [2] and two lat-
est [24], [25] approaches for comparison. Experimental results
demonstrate competitive performance of DorFin even to solu-
tions based on additional ranging techniques. In addition to the
average accuracy of 2.5 m, DorFin significantly reduces large
location errors by limiting the 95 percentile errors in 6.2 m, both
outperforming all comparison approaches by at least 34% and
21%, respectively. Using only the most essential RSS, the pro-
posed approach requires no extra hardware and is amendable to
general fingerprint-based framework as well as mutually benefi-
cial and complementary to existing or upcoming augmentations
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based on inertial sensors, acoustics, images, or others [11], [12],
[18]. We envision our approach as an important step toward ac-
curate location estimation on smartphones with the prevalent
WiFi infrastructure.

Our contributions are summarized as follows.

1) We identify and mitigate several crucial problems that
explain the root cause of location errors but have not been
adequately studied.

2) We are the first to tackle the transitional fingerprint prob-
lem caused by incomplete scan and human mobility. In
addition, to the best of our knowledge, DorFin is the first
systematic attempt to integrate a suit of novel techniques
in a unified solution. The proposed scheme achieves accu-
rate and robust localization with only the prevalent RSS,
requiring no additional hardware.

3) We implement a prototype system and conduct real-world
experiments in multiple buildings using commodity de-
vices. In addition to the remarkable performance, our
method can be conveniently integrated in existing WiFi
fingerprint-based localization systems.

The rest of the paper is organized as follows. Section II
presents our preliminary measurements and basic observations.
The method design is detailed in Section III, followed with the
experiments and performance evaluation in Section I'V. We dis-
cuss the state-of-the-art of indoor localization in Section V and
conclude the paper in Section VI.

II. PRELIMINARY AND MEASUREMENTS

In this section, we review the classical RSS fingerprinting
problem and investigate fundamental characteristics of radio
fingerprints through real measurements. Our preliminary results
show some crucial features, which, having been largely over-
looked in the past, shed light on how to achieve high accuracy
of fingerprint-based localization.

A. Problem Statement

The working process of a typical fingerprint-based localiza-
tion scheme consists of two stages: site survey and fingerprint
matching. During site survey, wireless fingerprints (i.e., the set
of RSS values from multiple APs) are measured and recorded
at every location of interests. A fingerprint database (a.k.a ra-
dio map) is accordingly constructed, in which the fingerprint-
location relationships are stored. To locate a user who sends a
location query with his current RSS fingerprint, localization al-
gorithms retrieve the fingerprint database and return the location
of the matched fingerprint as the user’s location estimation.

Denote a fingerprintas f = [f;,i = 1,- -+ ,n], where f; is the
RSS value of the AP A; € A, the set of n detectable APs appear-
ingin f.For two fingerprints f and f’, denote the RSS difference
(RSD) vectoras § = [d;,i = 1,--- ,p|, where §; = | f; — f!|in-
dicates the RSD of AP A; € AU A’ in the two fingerprints and
p = |AU A|. Since the sample fingerprint f and query one f’
do not necessarily contain identical sets of APs, we set f; (f/)
to —100, the default minimum RSS value, if A; ¢ A (A"). By
doing this, we can always obtain an extended version of finger-
print that contains p effective APs for a couple of any sample
and query fingerprint. Let ¢ be the dissimilarity between f and
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S, which, if measured by Euclidean distance, can be calculated
as o(f, f') = ||6] = P, 62. For all fingerprints stored in
the fingerprint database F, the goal of fingerprint matching is to
find the fingerprint f* that achieves the highest similarity with
respect to the query fingerprint f. Formally

F* = arg ming(f, f). )
fieF

Then the user’s location is estimated as the corresponding loca-

tion L(f*) of f*. Assumimg the true location of f is L(f), the

location estimation error is given by ¢ = ||L(f) — L(f¥)]|

B. Observations

1) Observation 1 (Discrimination Diversity): APs have di-
verse discrimination capability to fingerprint a specific location,
subject to inherent constraints of radio signal propagation.

We term Discrimination capability as the ability of one AP to
distinguish a specific location when including its RSS observa-
tions in the location’s fingerprint. Ideally, subject to the propa-
gation law of wireless signals, RSS decays logarithmically with
propagation distance d. More formally, RSS o« — log(d), indi-
cating that Aggs x —%, where ARSS denotes the RSS change
and Ad is the corresponding distance change. In other words,
an identical ARSS can imply a smaller distance change Ad
at closer locations, or a larger Ad at faraway positions. Fig. 1
depicts the illustrative RSS spatial distribution of two APs. As
seen, an RSS variance of 1 dB in value corresponds to vastly
different changes in physical distance, depending on the specific
d. Specifically, faraway APs may contain larger uncertainties in
location determination than closer APs. In a nutshell, distance
changes indicated by RSS variances depend on the transmitter—
receiver distance, leading to diverse discrimination capability
across different locations.

Several previous works perform AP selection to deal with AP
diversity. A subset of APs are chosen for location estimation
using either specifically defined complex metrics or just RSS
cutoff [23], [26]. As is pointed out in [27], AP selection is data
dependent and thus the selected APs may not always be the most
discriminative ones due to significant RSS fluctuations indoors.
Hence, selecting only a portion of APs and discarding the others
may not be the best way to deal with the discrimination diversity,
leaving a room for further improvements.

2) Observation 2 (Fingerprint Inconsistency): The majority
of APs hold similar RSSs for fingerprints from the same/close
locations while a small fraction may exhibit large differences
due to environmental dynamics and human body blockages.

Location errors originate from unmatched fingerprints mea-
sured from the same/close locations. Our investigation on these
fingerprints indicate that a majority of APs exhibit relatively
stable RSSs even when these fingerprints are not matched. That
is to say, the fingerprint dissimilarity (under certain metric such
as Euclidean distance) is primarily produced by the drastically
fluctuating RSSs of a small portion of APs, which is, however,
obviously not caused by location changes, but probably stems
from ambient dynamics and human body blockages [28], [29],
especially in mobile environments.

As shown in Fig. 1, signal strengths perceived by smartphones
decrease significantly when the human body blocks the direct
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Fig. 1. Observations on sources of large location errors in WiFi fingerprint-
ing. (a) Discrimination diversity. (b) Fingerprint Inconsistency. (c) Transitional
fingerprints.

path of signal propagation, compared to when the user is facing
the AP. These weakened RSS observations of blocked APs tend
to deviate from the normal profiles, resulting in abnormal RSSs
when compared with fingerprints measured during the training
phase. Taking Fig. 1 as an example, the normal RSS profile ab-
sent of body blockage is measured to be f = [—40, —65, —50].
When a user is present and faces left, the right AP is blocked,
resulting in a biased fingerprint f.;, = [—40, —65, —65] (for
simplicity, we assume RSSs of unblocked APs remain un-
changed). When facing right, the line of sight of the left AP
is blocked and its RSS is correspondingly weakened, creating
a fingerprint f ., = [~52,—65,—50]. Then comparing f).
and f ., with the normal f produces inconsistent RSD distri-
butions i, = [0, 0, 15] and d,ign, = [12, 0, 0], both generating
abnormally larger fingerprint dissimilarity and ultimately lead-
ing to greater location uncertainty.

To tackle with such inconsistency, previous works typi-
cally collect orientation-dependent fingerprints for multiple
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Fig. 2.

Outdated RSS phenomenon: The real-time reported RSSs in one fingerprint might be outdated due to incomplete scan. (a) Outdated rates over different

APs. (b) Time delays of outdated RSS. (c) Time delays in transitional fingerprints.

directions [30], [31], but this requires high labor efforts while
offers limited gains. Furthermore, the one-time constructed fin-
gerprints are vulnerable to environmental changes, leading to
degraded performance over time. Some recent solutions incor-
porate direction information in the fingerprint database [32] or
resort to peer-assisted acoustic ranging among multiple phones
[12], [33]. The former increases the costs of fingerprint con-
structions, while the latter relies on cooperation among multiple
users, rendering it impractical. Probabilistic schemes [34], [35]
have been designed to folerate RSS variations by modeling the
RSS distributions from sufficient number of samples. In con-
trast, we aim to identify and mitigate them.

3) Observation 3 (Transitional Fingerprint): The real-time
reported RSS values might be outdated due to incomplete scan-
ning results, caused by software and hardware restrictions.

The incomplete scan phenomenon is a widely existed yet sur-
prisingly overlooked problem on off-the-shelf devices due to
the wireless protocol and hardware capability limitations. Fig. 1
illustrates a glance of scanning results from mobile devices run-
ning the Android OS. Commodity smartphones acquire wireless
local area network (WLAN) information in a passive scanning
mode by listening to periodic beacons from surrounding APs on
all working channels. In this mode, the time a client stays on a
channel is 100 ms by default, which is specified by the 802.11
standard [36] and is equal to the default beacon interval. Con-
sequently, the latency incurred in capturing the AP information
for 2.4 GHz WiFi is about 1100 ms since there are 11 available
channels. In practice, it takes about 1-1.5 s for mainstream An-
droid OS to complete a scan with commodity smartphones. Due
to beacon conflicts and channel collisions, the beacon interval
of 100 ms cannot be always guaranteed, potentially resulting
in some missed APs during a scan. However, to maintain the
quality of service, these missed APs can still appear in the scan-
ning results by duplicating information from last several scans
a few seconds ago. As shown in Fig. 2, a significant portion of
APs experience high outdated rates, ranging from 2% to 25%.
In particular, about 60% of the outdated RSSs bear an outdated
delay of 1.4 s, while around 20% and 15% has a delay of 2.7 and
4 s, respectively. Translated into fingerprints, Fig. 2(c) indicates
that over 80% of fingerprints contain outdated RSSs, and for
about 20% the maximum delay time exceeds 4s. Similar phe-
nomenon is observed on various commodity devices including
smartphones and pads such as Google Nexus S and Nexus 4, LG

D820, and Samsung T210, and laptops such as Lenovo T430s
and X1 Carbon.

If a user is stationary, such outdated RSS problem has lit-
tle impact on location fingerprinting, since the cached RSSs
are also measured from the same position within a short pe-
riod of time (less than a few seconds). In mobile environments,
however, users may have moved several meters away between
consecutive scans, resulting in a fingerprint comprised by RSS
values that are actually observed at multiple locations, which
we call transitional fingerprint. A transitional fingerprint is a
patchwork of the up-to-date RSSs of the current location and
the cached RSSs of past locations. Previous works treat these
spatially mixed fingerprints as normal ones and directly com-
pare them to those stored in the fingerprint database, which
are all collected at single locations. Obviously, matching fin-
gerprints mixed from multiple locations to those from single
positions may result in frequent fingerprint mismatches or even
localization failures.

Note that the transitional fingerprint problem is very differ-
ent from the conventionally denoted out-of-date fingerprints,
which refer to fingerprints that were collected a considerably
long period of time ago [37]. The out-of-date fingerprints are
typically the results of RSS variants due to environment dy-
namics and usually will be deprecated or adapted to date for
localization [37]. The transitional fingerprint problem, how-
ever, is an intrinsic, environment-irrelevant issue subjected to
prevalent WiFi and commercial hardware specifications in mo-
bile contexts, which usually occurs within a short time period
of a few seconds. To the best of our knowledge, this problem
has not been noticed before. Previous solutions [38], [39] for
mobile users utilize information from the past to come up with
better disambiguation of candidate user locations, which po-
tentially leverage physical constraints imposed by user move-
ments and thus are completely different from and orthogonal
to our consideration. More importantly, previous works treat
the entire fingerprint as a basic unit and consider only the
time domain. In contrast, we focus on each RSS component
that composes the fingerprint, and investigate the spatial rela-
tionships between them caused by incomplete scan and user
mobility.

Either having been noticed or not in the literature, the above-
mentioned problems have not been adequately resolved. In this
study, we reconsider the RSS fingerprinting scheme based on
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these significant observations to mitigate large location errors
for smartphone localization.

III. DESIGN METHODOLOGY

By designing DorFin, we do not target at providing the most
accurate solution for indoor localization among all existing tech-
niques such as those based on RFID [4], physical layer infor-
mation [14], acoustic ranging [6], etc., but attempt to explore
the true potential of pure WiFi fingerprint-based localization
scheme. DorFin is designed as an amendable technique that can
be widely incorporated in various existing or upcoming WiFi-
based solutions. Pursuing this goal, we do not resort to any extra
information except for involving inertial sensing for mobility
monitoring in DorFin. As illustrated in Fig. 3, the proposed so-
lution includes a PF assembling module, a RR procedure, and a
discriminatory policy, unified in a normal fingerprint matching
scheme.

A. Phantom Fingerprints

An intuitive way to overcome transitional fingerprint problem
is to recognize and discard the outdated entities before finger-
print matching. However, as indicated in Fig. 2, a significant
portion of APs bear outdated RSSs. Discarding all of them may
degrade the performance of localization since larger number of
APs can typically result in better accuracy [27], [32].

In contrast, one query fingerprint consisting of RSSs ob-
served at multiple locations should be matched with fingerprints
recombined by measurements from those locations, which, how-
ever, are not directly available in the fingerprint database. In this
sense, one needs to assemble special fingerprints, i.e., combi-
nations of fingerprints from multiple locations, for matching,
as shown in Fig. 4. These newly constructed fingerprints do
not yet exist in the fingerprint database and are referred to
as PFs.

For a fingerprint f = [f;,4 = 1,--- ,n], denote the encoun-
tered timestamp of each AP A; in f by ¢;. Recall Fig. 1, the
scanning delay is typically longer than 1 s by our measurements,
while the differences of all APs’ detected time in one fingerprint
are usually small (indicated by the time synchronization func-
tion timestamp provided by the Android OS). Hence, if the time
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difference between two APs in one fingerprint exceeds a certain
value, e.g., 0.5 s, then the earlier one is definitely outdated. In
particular, for AP A, the outdated duration At is computed
by Atk =  max ti — tk.

Asillustrated in Fig. 4, assume that f}, is actually the measure-
ment of A;, at a previous location, called bequeathal location
(BL), where a user was present At seconds ago. Further as-
sume that the distance and direction from the BL to the user’s
current location is ¢;; and 60}, respectively (we will describe how
to compute ¢ and 60, shortly). Then when comparing f with
a candidate location, say, L., instead of directly computing the
dissimilarity between f and f ., a sample fingerprint of L., we
match it against the PFs ff. assembled from f. and fgy (),
fingerprint from the BL. Concretely, the RSS value f; in f is
replaced by that of the same AP in fgy,(.). Considering there
would generally be temporal RSS samples from AP Aj, we
replace all its raw RSS observations with those from the BL
and then accordingly regenerate a new version of fingerprint.
In case of outdated RSSs from multiple APs, all of them are
replaced according to their individual BLs, finally resulting in a
precise PF ff ..

The distance offset £ and direction  can be estimated by dead
reckoning method using smartphone built-in inertial sensors like
accelerometer, gyroscope, and compass [10], [11], [13]. Specifi-
cally, we adopt the method proposed in [40], which counts steps
as accurately as up to 98%, regardless of the phone attitudes.
The footsteps could then be converted to physical displacement
by multiplying with the user’s step length, which can be auto-
matically tracked [13]. The direction, on the other hand, is esti-
mated using gyroscope and compass as [13]. In the following,
we demonstrate that although dead-reckoning may not always
be adequate for localization, it is sufficient for our purpose of
estimating ¢ and 6. Note that we merely involve inertial sensing
to monitor short distance movements but do not resort to extra
information such as a detailed digital floor plan that is required
by previous works like Zee [13].

Due to noisy sensors and arbitrary human behavior, ¢ and
0 cannot be 100% accurately computed. To cope with the er-
roneous estimations, we introduce an error range for each of
them, denoted as A¢ and A#, respectively, and demonstrate
that the procedure of choosing BLs can tolerate these errors
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Fig. 5. Bequeathal locations.

gracefully. Mathematically, as shown in Fig. 5, potential BLs
need to satisfy the condition that their distances and directions
to the candidate location are bounded in [¢ — A/, ¢ + A(] and
[0 — A0, 0 + AD), respectively. The size of the shaded area is
S =A0(({+ Al)? — (£ — Al)*)) = 4A0CAL. Assuming alo-
cation sample density of 2 m x 2 m and A¢ < 2 m, the minimal
size Sy to cover two sample locations should be at least 4A¢ m?.
Thus, if A <2 m and A < 1/¢, we have S < Sj, which
means the shaded area covers at most one sample location, i.e.,
there is only one candidate BL. In practice, the maximal value of
the missing delay At is less than 5 s (APs not seen for more than
5 s would no longer be reported until being detected again next
time). Thus, assuming a normal walking speed of 1.2 m/s, the
distance offset can be at most 6 m, resulting in a minimum value
of 1/4 of %. In other words, even though the distance and direc-
tion estimations are erroneous, we could identify a suspicious
area and, with high probability, there is only one possible BL in
the area, as long as the errors are in certain ranges (A¢ <2 m
and Af < é). In case of multiple BLs (which is rare based on
our measurements), the one closest to the center of the suspi-
cious area (the shaded area shown in Fig. 5) is selected. PFs are
then constructed by combining fingerprints from the candidate
location and those from the BLs, i.e., substituting the tuples
corresponding to the outdated RSSs, as shown in Fig. 4.

According to the specific location sampling density, not all
outdated RSSs need to be replaced. Only RSSs with distance
offsets ¢ exceeding half of the unit length of sampling grids
should be replaced. If  is less than half of the sampling distance
(including being equal to O which means static user), fingerprints
are merely treated in the traditional way. Different from existing
mobility-assisted approaches [11], [13], [39] that explore spatial
mobility constraints, we solely utilize essential mobility hints
to amend the transitional fingerprints. Hence, DorFin can be
further integrated with previous mobility-assisted techniques to
achieve better performance.

B. Robust Fingerprinting

As we have observed, RSSs of one pair of fingerprints may
contain outliers because of impaired measurements due to hu-
man body blockage. Since this is a primary cause of biased
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RSSs in mobile environments, only RSSs over a small portion
of APs (that are blocked) may present outliers while most APs
would remain consistent. Thus, in this section, we propose to
apply RR method on the inconsistent fingerprints, in the hope
of bounding the influence of outlying measurements.

There are a large body of RR techniques, such as M -estimator,
S-estimator, L-estimator, etc. [41]. Among them, we choose the
most widely adopted least median of squares (LMS) [42] esti-
mator due to its simplicity, effectiveness, and high breakdown
point (0.5), which is demonstrated to yield sufficient results with
efficient computation (as indicated in Section 1V).

Given a query fingerprint f, = [fs.;, 1 < i < p| and a sample
fingerprint f, = [f;;, 1 <14 < p| (suppose that both of them
have been adjusted to be of p RSS values as introduced in
Section II-A), we adopt a simple linear regression model as
follows:

Yi = o o +e,i=1,---,p (2)

where the response variables y are given by f,, while explana-
tory variables © = f,. e = [e1, - - , ¢,] indicate the error term
which is assumed to be normally distributed with zero mean and
an unknown standard deviation o.

As the AP number p is usually small, applying RR on insuffi-
cient observations does not always produce convincing statisti-
cal results. To obtain sufficient data for regression, we propose
to compare the query fingerprint against all sample fingerprints
corresponding to a candidate location, instead of a single av-
eraged fingerprint. Specifically, for the candidate location L =
L(f,) with sample fingerprints FX' = {fF k=1,--- ,m}, we
simultaneously match f to all records in F”. In doing so, we
acquire mp observations, which can achieve the scale of hun-
dreds since there are generally at least dozens of sample finger-
prints for one location in the fingerprint database, and thus are
sufficient for LMS regression. In this case, the explanatory vari-
ables  become = = [f1, .- - fﬁl]lTxmp and correspondingly y
is expanded as y = [f,,- -
thus rewritten as

T . .
T «mp- The regression model is

Yk = Q1Tk; + Qo + € 3)

wherei =1,...,p,k =1,...,m,and z; ; and y;, ; indicate the
value of f; in fﬁ and f,, respectively. Applying LMS to the
data [z y] yields & = [&y, &,] where the estimates &; denote the
regression coefficients. Multiplying @ with these &;, we obtain
the estimated values of y; as

Ui = QT + Qo 4)

The LMS estimator is given by minimizing the median of
squares of residuals as follows:

min med(yx,; — Jr.:)>- )
a ik
To determine whether a value y;, ; is an outlier among all

elements in y, we compare the residual 7, ; = yy,; — Up.; to the
scale estimate o* defined by [41]. Then, each y; ; is adjusted to
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Ui,i as follows:

Ui = {

* D oh L D WhTT
Dbt Dt Whi

1 if|ry;/s° < 2.5

T {O otherwise

5
s = 1.4826 (1 + ) \/medy, ;77 ..
n 7

The involved constant values are widely recognized factors that
has been suggested by preliminary experience in the literature
[41] and can generalize to difference scenarios. Accordingly,
the RSS values of the query fingerprint f, are regulated as
fs i = Z « Uk and the RSDs d; between f, and f, are thus

tuned as (5(9” = \f“ — fril-

if |rpi/o*| <2.5

otherwise

Yk i

. (6)
Yk i

where

C. Discriminatory Policy

Given that APs have diverse discrimination capability to fin-
gerprint a specific location, it is inappropriate, and also unnec-
essary, to match two fingerprints with all APs equally involved.
More accurate location estimations can be achieved by rely-
ing more on the discriminative APs, and limiting the influence
of those fluctuating and distant ones. Different from previous
works that select a subset of APs for localization [23], [26], we
attempt to appropriately assess and leverage each AP by seeking
a discrimination metric that complies with physical constraints
of signal propagation and simultaneously stays robust to RSS
fluctuations.

To quantitatively differentiate each AP for a specific location,
we define a discrimination factor (DF) according to the physical
distance estimation between the AP and the mobile client using
the widely adopted log-distance path loss (LDPL) model [43]:

d

Fy = Py, —1071g (d) (7

0
where P, denotes the received power at a distance dp (which
usually takes the value of 1 m), v is the path loss exponent,
and P, is the RSS in decibel measured at a distance of d (in
meters). Generally, P, is a constant empirical value given the
AP transmitting power. Although ~ can change between each
pair of AP-client, there are a lot of works targeting at adaptively
estimating its value [14], which is not within the scope of this
paper. In the prototyped DorFin, we determine P, and ~y by
empirical values and experimental measurements, as detailed in
Section IV.

Deriving the distance to AP A; from the LDPL model, we
calculate its DF in fingerprint f,, to location L,, as follows:

Ju,i=Pag

1
pi=—=10

where d{ is the estimated distance between A; and L,,. The
rationale of using the reciprocal of physical distance lies in
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that it is consistent with the derivative of the LDPL equation,
which indicates the RSS change ARSS —%. More generally
speaking, the basic rule is to emphasize closer APs with stronger
RSSs.

While the exponential p}' effectively discriminates different
APs, it may also induce unnecessary matching errors in case
of fluctuating RSSs, which may lead to significant distance es-
timation errors. Consider one of the APs in a fingerprint that
fluctuates to a very large value (e.g., —45 dBm). In this case, the
effects of other representative APs, which could hold consider-
able RSSs (e.g., up to —60 dBm) and are thus discriminative,
may become negligible since they can only get inappreciable
factors three or four times smaller than the fluctuating AP.
Hence, to cope with noisy RSSs, we additionally incorporate
a sigmoid function to retain the effects of most discriminative
APs. Mathematically, p} is adjusted as follows:

Tu.i=Pag

107 10y

where the watershed RSS value fj can be a flexible empirical
value, e.g., —55 dBm. Then, the constant parameters a and c
need to be determined based on the specific value of v, such
that p!' is continuous at fo. When applying to different location
systems, v can be derived by empirical values and experimental
measurements [14]. As shown in Section IV, empirical values
based on real measurements yield grateful performance in prac-
tice, better than the previous AP section policy [26]. p;' then
serves as a differential weight which will be attached to the re-
gressed RSD of A; between f, and another fingerprint when
computing their dissimilarity, as detailed in Section III-D. Note
that the DF will be normalized as } .} _, p} = 1 to keep the total
power of a weighted fingerprint unchanged.

if fui < fo

pi = )

-1
_C)> , otherwise

D. Localization

Integrating all of the above components in a unified solu-
tion, we define a new metric as follows for uniform fingerprint
dissimilarity judgment:

.fs?ft (Z '~st1 )

10)

where ps; = |As U A;| is the total number of distinctive APs in
f, and f,, and pi' = max{p;, p!} denotes the discrimination
capability of AP A; for matching f, and f,, which is calcu-
lated based on the regressed fingerprints. Note that the RSD sz,
could also be given by other suitable metrics such as a probabil-
ity estimation. Realizing that fingerprints from closer locations
share more CAs (or equivalently, fingerprints with very few CAs
is unlikely to be from adjacent or same locations), the ultimate
form of dissimilarity between two fingerprints f, and f, is
expanded as follows:

¢(fsv.ft) =

where ¢t = | As N A;| denotes the number of CAs in f, and
f+- With the above metric, the dissimilarity of two fingerprints

h(fs, £,) - z” an

st
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(a) (b)

Fig. 6.
most APs are unknown. (a) Area #1. (b) Area #2. (c) Area #3.

with fewer common discriminative APs will be amplified. In
case of no CAs (gs; = 0), the dissimilarity will go to infinity,
which eradicates the mismatch of two completely irrelevant
fingerprints.

IV. EXPERIMENTS AND EVALUATION

A. Experimental Methodology

1) Data Collection: We develop an application for site sur-
vey and implement DorFin on Google Nexus S and Nexus
4 phones, which both run the mainstream Android OSs (with
Android API level 16 and 17, respectively). The two models
are equipped with different WiFi chipsets, the former with
Broadcom BCM4329 and the later with Qualcomm Atheros
WCN3660. We treat the two models equally and interchange-
ably for training and testing during evaluation and examine the
integrated performance.

We conduct experiments in three campus buildings (de-
noted as Area #1, Area #2, and Area #3), as shown in
Fig. 6(a)—(c), respectively. We manually sample areas of inter-
ests in all buildings (corridors in Area #1 and #2, while corridors
and rooms in Area #3). To construct the fingerprint database, we
collect around 30 to 60 sample records at each location (which
typically takes about 1 min). In Area #1 and #2, we collect RSS
data by putting the phone on a portable desk. To get rid of hu-
man body effects, the user should not be present around the desk
when the mobile phone is collecting data (but there are passen-
gers passing through the corridors). A high sampling density of
1 m x 1 misused for extensive evaluation. Sparser data are then
derived from these densely surveyed samples. In total, we obtain
90 locations in Area #1 and 83 sample locations in Area #2. In
Area #3, where we sample the whole floor, we hold the phone
in hand for collection. We use a sampling density of 2 m x 2 m
and survey 293 locations in total, for each we gather at least
60 RSS samples. About 293 sample locations are gathered in
Area #3. Note that the training data collection can be also done
via crowdsourcing-based mechanisms [9], [11], [13]. However,
we currently still conduct it in manual manner for the purpose
of obtaining qualified and reliable ground truths for evaluation.
Our future work includes building a real system that integrates
automatic techniques for fingerprint collection and adaptation.

We consider both static and mobile cases for testing. For
stationary cases, we collect query data by letting users record
measurements at each location with their smartphones held in
hand. For a mobile user, the smartphone measures RSSs while
the user is walking at a constant speed along a designated path

Experiment areas with sizes of around (a) 1000 m?, (b) 1200 m2, and (c) 1500 m?. APs deployed by the university are marked with stars. Locations of

with predefined start and end points. Note that the individual
walking speed varies from user to user and from trace to trace. To
obtain the ground truth locations of fingerprint records along the
moving trace, we compute user’s walking speed by dividing the
path length to the total time and accordingly interpolate between
the start and end points to obtain the location corresponding
to each measurement based on their timestamps. The data are
all collected at different time (mostly from afternoon to the
night) over two days. When collecting data, people are working
routinely in their offices or labs and someoccasionally walks
around and passes through the corridors. Users hold their phones
in hand naturally with free styles during collection. In total, we
collect static queries from around 200 locations in Area #1 and
#2 and all 293 locations in Area #3. We gather over 20 mobile
traces reported from different pathways.

2) Methods: We compare DorFin with two classical and
two state-of-the-art schemes for fingerprint-based localiza-
tion. Despite numerous fingerprint-based approaches built upon
RADAR and Horus, we still include them in purpose of con-
firming the performance improvements of DorFin over pure
RSS fingerprint-based schemes.

1) Enhanced RADAR (RADAR)[1]: RADAR is one of the
most classical and widely adopted fingerprinting scheme,
upon which a large body of algorithms are built [44]. We
enhance RADAR by integrating the proposed CA factor
and using K-nearest neighbours for location estimation.

2) Enhanced Horus (Horus) [2]: A classical probabilistic al-
gorithm that computes the probability distribution of the
RSS values at each location as the fingerprint metric, and
retrieves the targets of the maximum likelihood as esti-
mated locations. Horus is also implemented with the CA
factor and K-Nearest Neighbours (KNN) scheme.

3) Temporally weighted KNN (TW-KNN) [24]: TW-KNN
forms fingerprints with temporally weighted RSS by ap-
plying an iterative recursive weighted average filter on
training RSS samples. Only a set of “important” APs are
selected according to RSS values.

4) Kullback—Leibler Divergence (KLDiv) [25], [45]: A
fingerprint-based localization scheme that utilizes the KL-
Div distance between two signal distributions as the sim-
ilarity measure.

B. Performance Evaluation

1) Overall Performance: Fig.7(a)illustrates the localization
error distributions seen by DorFin in different areas. DorFin
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achieves mean accuracy of around 1.7 m in both Area #1
and #2, while the mean error in the larger Area #3 appears
to be higher, achieving 3.8 m. Besides the promising average
accuracy, DorFin significantly reduces large localization errors.
In all experimental areas, DorFin decreases the 95th percentile
errors to less than 7.0 m.

To examine the performance in mobile scenarios, we test the
proposed approach on the mobile traces and report the inte-
grated results. As illustrated in Fig. 7(b), despite slight drop
in accuracy compared to the static cases, DorFin maintains
graceful performance in mobile cases, far superior to Horus and
RADAR. Specifically, the average and 95th errors are about 3.0
and 8.5 m, respectively. In comparison with RADAR and Horus,
DorFin decreases both errors by nearly 50%. Even though the
performance in mobile cases is not as good as static cases, the
achieved accuracy remains comparable and promising. In addi-
tion, other complementary techniques such as path matching [9]
can be integrated to further improve the accuracy for continuous
localization.

a) Performance comparison: Integrating all results in
Fig. 7(c), DorFin consistently surpasses comparison methods.
Specifically, DorFin achieves an average accuracy of 2.5 m
and 95th percentile accuracy of 6.2 m. TW-KNN and Horus
achieve the most comparable performance, with mean and 95th
percentile errors of 3.8, 3.9 m, and 8.0, 7.8 m, respectively.
Among all approaches, RADAR yields the worst results with
a mean error of 4.5 m. KLDiv suffers from remarkable large
errors, with 95th percentile error of 19.8 m, although it achieves
a slightly better median accuracy of 2.6 m than DorFin. In addi-
tion, DorFin significantly mitigates the large errors by around
40%, limiting the max location errors within 10 m, while all
comparative methods produce max errors up to at least 16 m.

b) Impact of training RSS samples: Due to the instability
of RSS measurements, we are interested in whether and how the
localization accuracy of DorFin would be affected by different
sizes of training RSS samples for each location. Hence, we tried

Impacts of (a) sample density, (b) individual modules, (c) DF, (d) PF (mobile scenarios).

DorFin with different number of training samples respectively
and illustrate the results in Fig. 7(d). As seen, it yields only
marginal differences in performance when using 20, 40, and
60 RSS samples for training. When shrinking the training sizes
from 60 to 20 samples, the mean and 95th percentile errors
merely increase by 2.4% and 6.4%. The results demonstrate the
graceful robustness of DorFin to RSS variations.

c) Impact of sample density: As mentioned above, we
sample the areas of interests with a density of 1 m x 1 m,
which is relatively high for practical operations. To examine the
performance with sparser sample locations, we perform DorFin
with training data of different sample densities (sample density
is adjusted by shifting parts of the samples according to their
locations). As shown in Fig. 8, DorFin preserves excellent ac-
curacy, even with sample densities of 2 m x 2 m and 3 m X
3 m. Specifically, with density of 2 m x 2 m, the mean and 95th
percentile errors are still limited at 2.5 and 7.0 m, respectively,
both better than those of Horus and RADAR with density of 1 m
x 1 m.

In conclusion, DorFin achieves remarkable performance in
both stationary and mobile cases, with reasonable sample den-
sities. To understand how each module of DorFin contributes
to the integral accuracy, we next perform an analysis across
different modules.

2) Effect of Individual Modules: We separately employ each
module of DorFin, i.e., the DF module, the RR module, the CA
constraints module, and the PF module on the most basic nearest
neighbor method (denoted as Basic) described in Section II-A
and evaluate the individual performance.

a) Effect of DF: We evaluate the impact of DF by using
a set of empirical parameters to calculate the DF. Specifically,
the path loss exponent is set to a typical value of 3 in indoor
environments, while the referenced received power P, is deter-
mined as —40 dB by some on-site measurements. The sigmoid
function parameters a and ¢ accordingly adopts the values of
4 and 4.3, respectively. As shown in Fig. 8, DF limits the 95th
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percentile estimation error by about 40%, while the average er-
ror is 1.5 m lower than the Basic scheme, which has mean and
95th percentile errors of 5 and 17.5 m. By placing more weight
on more discriminatory APs and limiting those of the others, DF
achieves the improvement by ensuring the similarity between
fingerprints of close locations. In addition, results from differ-
ent buildings indicate that DFs with uniform parameter settings
can generate satisfactory results in different scenarios. Previous
works employ RSS cutting method based on a simple threshold
to select a subset of APs for localization. We also implement this
scheme in our settings and compare its performance with DF.
As shown in Fig. 8, by exploiting potentials of all valuable APs,
the proposed DF achieves better performance than the simple
RSS cutting methods, no matter what thresholds are used.

a) Effect of RR: As shown in Fig. 8, by employing RR
over the Basic scheme, an average accuracy of 2.2 m is achieved,
with the corresponding 95th percentile accuracy of only 6 m.
Evidently, the advantages of RR are the most significant among
all modules by reducing the mean and 95th percentile errors
by about 56% and 65% compared with the Basic scheme, re-
spectively. Such results on RR confirm our observation that
fingerprint inconsistency counts as a major cause of localization
errors of fingerprint-based methods especially for smartphones.

c) Effectof CA: Fig. 8 also demonstrates that the CA mod-
ule is simple yet effective. Incorporating the CA module with
the Basic scheme, the average and 95th percentile localization
errors are reduced by about 27% and 40%, turning into 3.6 and
11.2 m, respectively. Dissimilarity of fingerprints from faraway
locations is largely enlarged by the CA ratio, while that of fin-
gerprints from close locations is hardly affected (since close
locations share more CAs).

d) Effect of PF: To examine the effectiveness of PFs in
dealing with outdated RSS measurements, we compare the per-
formance of the Basic method on mobile data with and without
constructing PFs. As depicted in Fig. 8, the average and 95th
percentile errors decrease from 3.9 and 10.4 mto 2.4 and 6.9 m,
respectively, when the sample fingerprints are appropriately re-
placed with PFs. With these results, it is of interest to examine
to what extent the measured RSSs and further the entire finger-
prints are outdated. As we observed, over 11% of RSS measure-
ments are outdated in our experiment data. Furthermore, almost
every fingerprint undergoes outdated RSSs. In particular, there
frequently exist large offset distances ranging from 2 to 6 m in
most fingerprints. The effectiveness of the PF convincingly val-
idates our observation that the transitional fingerprint problem
can lead to location errors in mobile environments.

Building upon these components, DorFin produces promis-
ing accuracies that are competitive with those achieved by lever-
aging physical layer information [14], [17] or introducing extra
ranging techniques [12], [33] (both with mean accuracy of about
1-3 m). Without degrading the ubiquity nor increasing the costs,
we believe the performance achieved by DorFin outperforms
most of the existing approaches and demonstrates promising
potentials in serving as a practical scheme for worldwide de-
ployment.

Considering potential RSS variations over long-term running,
the radio map of some locations will change over time and
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lead to higher localization errors. Accounting this, self-
calibration techniques for radio map updating [11], [37], [46],
which tackle the RSS temporal variations to maintain an up-to-
date database, could be incorporated for practical deployment
and usage.

V. RELATED WORKS

In the literature of indoor localization, many techniques have
been proposed in the past two decades. The state-of-the-art gen-
erally falls into two categories: fingerprint-based and ranging-
based.

A. Fingerprint-Based Techniques

A large body of indoor localization approaches adopts fin-
gerprint matching as the basic scheme for location estimation.
Researchers have explored diverse signatures including WiFi
[2], RFID [3], acoustic [5], etc. Among various signatures used,
the WiFi-based scheme has been the most attractive.

Smartphones with various built-in sensors have been lever-
aged in fingerprint-based localization to reduce or eliminate site
survey efforts. Examples include LiFS [9], unloc [11], Zee [13],
Walkie-Markie [10], etc. They typically combine user mobility
with extra information like digital floor plan [9], [13] or indoor
landmarks [11] and usually can only handle mobile trajectories
[10]. As these works mainly focus on easing the site survey in
the training phase, DorFin is orthogonal to them in targeting at
fingerprint matching of the online phase to improve localization
accuracy. Nevertheless, DorFin is also compatible to crowd-
sourced fingerprint database constructed via these schemes.

Pursuing better accuracy, sophisticated probability models
and advanced machine learning techniques have been employed
[34], [35]. The study in [16] validates a broad range of ap-
proaches in a realistic environment and reports that median
errors of prior work are consistently greater than 5 m and,
counterintuitively, that simpler algorithms frequently outper-
form more sophisticated ones. Realizing that large errors al-
ways exist due to possibly faraway locations with similar WiFi
signatures, Liu et al. [12], [33] attempt to incorporate acoustic
ranging in WiFi fingerprinting to limit the large tail errors. Al-
though significant improvements are achieved, these approaches
either rely on ranging among a dense crowd of users or require
calibrating additional information. Recent works also explore
new fingerprint features such as neighbor relative RSSs [47],
neighbor RSS gradient [21], and RSS ratio over multiple anten-
nas [48] for accurate and robust fingerprinting. To completely
bypass the instability of RSS, physical layer channel state infor-
mation (CSI) is recently introduced and achieves an accuracy of
~1 m [17] but at the cost of ubiquity degradation (since CSI is
unavailable on most commodity smartphones).

To reduce the computational complexity, different criteria for
AP’s discriminatory ability such as InfoGain [23] and MaxMean
[35] have been proposed to choose a subset of APs for localiza-
tion. A more intuitive method called RSS cutoff, i.e., discarding
RSS values below a specific threshold, is preferred in commer-
cial products [26]. These methods conduct AP selection mainly
to reduce the computational complexity. In contrast, we target
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at appropriately exploiting all available APs for more accurate
fingerprint matching. Accounting for human body blockage,
fingerprints are typically collected for multiple directions [30],
which may increase labor efforts while offers limited gains. An
elaborate model is designed in [31] to compensate for the sig-
nal attenuation of human body and, thus, generate orientation-
independent fingerprints from measurements on just one orien-
tation. In contrast to labor-intensive measurements or vulnerable
models, we resort to exploit RR techniques to achieve effective
robustness to RSS uncertainties.

B. Ranging-Based Techniques

These schemes calculate locations based on geometrical mod-
els rather than search for best-fitted signatures from prelabeled
reference database. The prevalent LDPL model, for instance,
builds up a semi-statistical function between RSS values and RF
propagation distances [15], [49]. These approaches trade mea-
surement efforts for the cost of decreasing localization accuracy.
EZ [49] employs a modeling method assuming no knowledge
of physical layout or AP locations and reports a median error
of 7 m. Apart from RSS-based ranging, CSI is recently used to
obtain for highly accurate distance and angle estimation [14].
Acoustic ranging is also employed for fine-grained indoor lo-
calization, such as Centour [33], Guoguo [6], etc.

Different from previous works that introduce additional infor-
mation or extra signal sources for high accuracy, we identify the
root causes of location errors in WiFi fingerprint-based localiza-
tion for mobile devices. Specifically, we uncover and solved the
transitional fingerprint problem, which has not been noticed in
existing works. Aiming at a ubiquitous location service, we fol-
low a typical RSS fingerprint-based scheme to design DorFin,
which is thus amendable to integrate with existing approaches
and can be easily incorporated in deployed systems with little
efforts, making it a promising scheme in practical applications.

VI. CONCLUSION

While WiFi fingerprint-based localization acts as the dom-
inant scheme in indoor localization, the accuracy challenge
remains a primary concern. In this paper, we identify several
crucial causes of localization errors in fingerprint-based
schemes. These observations then lead us to the design of a
new WiFi fingerprinting scheme which successfully reduces the
mean and 95th percentile location errors to 2.5 and 6.2 m, with-
out degrading ubiquity nor increasing the costs. Our approach
marks a significant progress in RSS fingerprint-based indoor
localization, especially for smartphones, and sheds lights on
practical deployment in the real world.

REFERENCES

[1] P. Bahl and V. N. Padmanabhan, “RADAR: An in-building RF-based
user location and tracking system,” in Proc. 19th Annu. Joint Conf. IEEE
Comput. Commun. Soc., 2000, pp. 775-784.

[2] M. Youssef and A. Agrawala, “The horus location determination system,”
Wireless Netw., vol. 14, no. 3, pp. 357-374, Jun. 2008.

[3] L.M.Nj,Y.Liu,Y.C.Lau,and A. P. Patil, ‘TLANDMARC: Indoor location
sensing using active RFID,” Wireless Netw., vol. 10, no. 6, pp. 701-710,
2004.

IEEE TRANSACTIONS ON VEHICULAR TECHNOLOGY, VOL. 66, NO. 7, JULY 2017

[4] J. Wang and D. Katabi, “Dude, where’s my card? RFID positioning that
works with multipath and non-line of sight,” in Proc. ACM SIGCOMM
Conf., 2013, pp. 51-62.

S. P. Tarzia, P. A. Dinda, R. P. Dick, and G. Memik, “Indoor localization
without infrastructure using the acoustic background spectrum,” in Proc.
9th Int. Conf. Mobile Syst. Appl. Serv., 2011, pp. 155-168.

K. Liu, X. Liu, and X. Li, “Guoguo: Enabling fine-grained indoor local-
ization via smartphone,” in Proc. 11th Annu. Int. Conf. Mobile Syst. Appl.
Serv., 2013, pp. 235-248.

N. B. Priyantha, A. Chakraborty, and H. Balakrishnan, “The cricket
location-support system,” in Proc. 6th Annu. Int. Conf. Mobile Comput.
Netw., 2000, pp. 32-43.

P. Lazik and A. Rowe, “Indoor pseudo-ranging of mobile devices using
ultrasonic chirps,” in Proc. 10th ACM Conf. Embedded Netw. Sens. Syst.,
2012, pp. 99-112.

C. Wu, Z. Yang, and Y. Liu, “Smartphones based crowdsourcing for indoor
localization,” IEEE Trans. Mobile Comput., vol. 14, no. 2, pp. 444-457,
Feb. 2015.

G. Shen, Z. Chen, P. Zhang, T. Moscibroda, and Y. Zhang, “Walkie-
Markie: Indoor pathway mapping made easy,” in Proc. 10th USENIX
Conf. Netw. Syst. Des. Implementation, 2013, pp. 85-98.

H. Wang, S. Sen, A. Elgohary, M. Farid, M. Youssef, and R. R. Choudhury,
“No need to war-drive: Unsupervised indoor localization,” in Proc. 10th
Int. Conf. Mobile Syst. Appl. Serv., 2012, pp. 197-210.

H. Liu, J. Yang, S. Sidhom, Y. Wang, Y. Chen, and F. Ye, “Accurate wifi
based localization for smartphones using peer assistance,” IEEE Trans.
Mobile Comput., vol. 13, no. 10, pp. 2199-2214, Oct. 2014.

A. Rai, K. K. Chintalapudi, V. N. Padmanabhan, and R. Sen, ‘“Zee: Zero-
effort crowdsourcing for indoor localization,” in Proc. 18th Annu. Int.
Conf. Mobile Comput. Netw., 2012, pp. 293-304.

S. Sen, J. Lee, K.-H. Kim, and C. Paul, “Avoiding multipath to revive
inbuilding wifi localization,” in Proc. 11th Annu. Int. Conf. Mobile Syst.
Appl. Serv., 2013, pp. 249-262.

H. Lim, L. C. Kung, J. C. Hou, and H. Luo, “Zero-configuration indoor
localization over IEEE 802.11 wireless infrastructure,” Wireless Netw.,
vol. 16, no. 2, pp. 405-420, 2010.

D. Turner, S. Savage, and A. C. Snoeren, “On the empirical performance
of self-calibrating wifi location systems,” in Proc. IEEE 36th Conf. Local
Comput. Netw., 2011, pp. 76-84.

S. Sen, B. Radunovic, R. R. Choudhury, and T. Minka, “You are facing
the Mona Lisa: Spot localization using PHY layer information,” in Proc.
10th Int. Conf. Mobile Syst. Appl. Serv., 2012, pp. 183-196.

H. Xu, Z. Yang, Z. Zhou, L. Shangguan, K. Yi, and Y. Liu, “Enhancing
wifi-based localization with visual clues,” in Proc. ACM Int. Joint Conf.
Pervasive Ubiquitous Comput., 2015, pp. 963-974.

L. Li, G. Shen, C. Zhao, T. Moscibroda, J.-H. Lin, and F. Zhao, “Ex-
periencing and handling the diversity in data density and environmental
locality in an indoor positioning service,” in Proc. 20th Annu. Int. Conf.
Mobile Comput. Netw., 2014, pp. 459-470.

S. He, T. Hu, and S.-H. G. Chan, “Contour-based trilateration for indoor
fingerprinting localization,” in Proc. 13th ACM Conf. Embedded Netw.
Sens. Syst., 2015, pp. 225-238.

Y. Shu et al., “Gradient-based fingerprinting for indoor localization and
tracking,” IEEE Trans. Ind. Electron., vol. 63, no. 4, pp. 2424-2433,
Apr. 2016.

A. Haeberlen, E. Flannery, A. M. Ladd, A. Rudys, D. S. Wallach, and
L. E. Kavraki, “Practical robust localization over large-scale 802.11 wire-
less networks,” in Proc. 10th Annu. Int. Conf. Mobile Comput. Netw.,
2004, pp. 70-84.

Y. Chen, Q. Yang, J. Yin, and X. Chai, “Power-efficient access-point
selection for indoor location estimation,” IEEE Trans. Knowl. Data Eng.,
vol. 18, no. 7, pp. 877-888, Jul. 2006.

P. Jiang, Y. Zhang, W. Fu, H. Liu, and X. Su, “Indoor mobile localization
based on Wi-fi fingerprints important access point,” Int. J. Distrib. Sensor
Netw., vol. 2015, 2015, Art. no. 45.

P. Mirowski, D. Milioris, P. Whiting, and T. K. Ho, “Probabilistic radio-
frequency fingerprinting and localization on the run,” Bell Labs Tech. J.,
vol. 18, no. 4, pp. 111-133, 2014.

Wi-Fi Location-Based Services 4.1 Design Guide, Cisco Syst. Inc., San
Jose, CA, USA, 2013.

S.-H. Fang and T.-N. Lin, “Principal component localization in indoor
WLAN environments,” [EEE Trans. Mobile Comput., vol. 11, no. 1,
pp. 100-110, Jan. 2012.

T. B. Welch et al., “The effects of the human body on uwb signal propa-
gation in an indoor environment,” /EEE J. Sel. Areas Commun., vol. 20,
no. 9, pp. 1778-1782, Dec. 2002.

(5]

(6]

(71

(8]

(91

[10]

[11]

[12]

[13]

[14]

[15]

[16]

[17]

[18]

[19]

[20]

[21]

[22]

[23]

[24]

[25]

[26]

[27]

[28]



WU et al.: MITIGATING LARGE ERRORS IN WIFI-BASED INDOOR LOCALIZATION FOR SMARTPHONES

[29]

[30]

[31]

[32]

[33]

[34]

[35]

[36]

[37]

[38]

[39]

[40]

[41]
[42]
[43]

[44]

[45]

[46]

[47]

[48]

[49]

Z. Zhang et al., “I am the antenna: Accurate outdoor AP location using
smartphones,” in Proc. 17th Annu. Int. Conf. Mobile Comput. Netw., 2011,
pp. 109-120.

A.S.Paul and E. Wan, “RSSI-based indoor localization and tracking using
sigma-point Kalman smoothers,” IEEE J. Sel. Topics Signal Process.,
vol. 3, no. 5, pp. 860-873, Oct. 2009.

N. Fet, M. Handte, and P. J. Marrén, “A model for wlan signal attenuation
of the human body,” in Proc. ACM Int. Joint Conf. Pervasive Ubiquitous
Comput., 2013, pp. 499-508.

W. Sun, J. Liu, C. Wu, Z. Yang, X. Zhang, and Y. Liu, “Moloc: On
distinguishing fingerprint twins,” in Proc. IEEE 33rd Int. Conf. Distrib.
Comput. Syst., 2013, pp. 226-235.

R. Nandakumar, K. K. Chintalapudi, and V. N. Padmanabhan, “Centaur:
Locating devices in an office environment,” in Proc. 18th Annu. Int. Conf.
Mobile Comput. Netw., 2012, pp. 281-292.

M. Youssef and A. Agrawala, “Handling samples correlation in the horus
system,” in Proc. IEEE INFOCOM, 2004, pp. 1023-1031.

M. A. Youssef, A. Agrawala, and A. U. Shankar, “WLAN location deter-
mination via clustering and probability distributions,” in Proc. Ist IEEE
Int. Conf. Pervasive Comput. Commun., 2003, pp. 143—150.

Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer
(PHY) Specifications, IEEE 802.11, 2012.

J. Yin, Q. Yang, and L. Ni, “Learning adaptive temporal radio maps for
signal-strength-based location estimation,” IEEE Trans. Mobile Comput.,
vol. 7, no. 7, pp. 869-883, Jul. 2008.

P. Bahl, V. N. Padmanabhan, and A. Balachandran, “Enhancements to the
radar user location and tracking system,” Microsoft Res., Redmond, WA,
USA, Tech. Rep. MSR-TR-2000-12, 2000.

S. Hilsenbeck, D. Bobkov, G. Schroth, R. Huitl, and E. Steinbach, “Graph-
based data fusion of pedometer and wifi measurements for mobile indoor
positioning,” in Proc. ACM Int. Joint Conf. Pervasive Ubiquitous Comput.,
2014, pp. 147-158.

C. Wu, Z. Yang, Y. Xu, Y. Zhao, and Y. Liu, “Human mobility enhances
global positioning accuracy for mobile phone localization,” IEEE Trans.
Parallel Distrib. Syst., vol. 26, no. 1, pp. 131-141, Jan. 2015.

P. J. Rousseeuw and A. M. Leroy, Robust Regression and Outlier Detec-
tion. Hoboken, NJ, USA: Wiley, 2005.

P. J. Rousseeuw, “Least median of squares regression,” J. Amer. Statist.
Assoc., vol. 79, no. 388, pp. 871-880, 1984.

T. S. Rappaport et al., Wireless Communications: Principles and Practice,
vol. 2. Englewood Cliffs, NJ, USA: Prentice-Hall, 1996.

Z. Yang, C. Wu, Z. Zhou, X. Zhang, X. Wang, and Y. Liu, “Mobility
increases localizability: A survey on wireless indoor localization using
inertial sensors,” ACM Comput. Surv., vol. 47, no. 3, pp. 54-1-54-34,
Apr. 2015.

P. Mirowski, H. Steck, P. Whiting, R. Palaniappan, M. MacDonald, and
T. K. Ho, “KI-divergence kernel regression for non-gaussian fingerprint
based localization,” in Proc. IEEE Int. Conf. Indoor Position. Indoor
Navig., 2011, pp. 1-10.

C. Wu, Z. Yang, C. Xiao, C. Yang, Y. Liu, and M. Liu, “Static power of
mobile devices: Self-updating radio maps for wireless indoor localization,”
in Proc. IEEE INFOCOM, Apr. 2015, pp. 2497-2505.

K.Lin, M. Chen, J. Deng, M. M. Hassan, and G. Fortino, “Enhanced finger-
printing and trajectory prediction for iot localization in smart buildings,”
IEEE Trans. Autom. Sci. Eng., vol. 13, no. 3, pp. 1294-1307, Jul. 2016.
W. Cheng, K. Tan, V. Omwando, J. Zhu, and P. Mohapatra, “Rss-ratio for
enhancing performance of rss-based applications,” in Proc. IEEE INFO-
COM, 2013, pp. 3075-3083.

K. Chintalapudi, A. P. Iyer, and V. N. Padmanabhan, “Indoor localization
without the pain,” in Proc. 16th Annu. Int. Conf. Mobile Comput. Netw.,
2010, pp. 173-184.

6257

Chenshu Wu (M’16) received the B.E. degree in
computer science from the School of Software, Ts-
inghua University, Beijing, China, in 2010 and the
Ph.D. in computer science degree from the Depart-
ment of Computer Science, Tsinghua University, in
2015.

He is currently a Postdoctoral Researcher with
the School of Software, Tsinghua University. His re-
search interests include wireless networks and perva-
sive computing.

Zheng Yang (M’16) received the B.E. degree from
Tsinghua University, Beijing, China, in 2006 and the
Ph.D. degree from the Hong Kong University of Sci-
ence and Technology, Hong Kong, in 2010, both in
computer science.

He is currently an Associate Professor with Ts-
inghua University. His main research interests in-
clude wireless ad-hoc/sensor networks and mobile
computing.

Zimu Zhou (S’16) received the B.E. degree in com-
puter science from the Department of Electronic En-
gineering, Tsinghua University, Beijing, China, in
2011 and the Ph.D. degree in computer science from
the Department of Computer Science and Engineer-
ing, the Hong Kong University of Science and Tech-
nology, Hong Kong, in 2016.

He is currently a Postdoctoral Researcher with
the Computer Engineering and Networks Laboratory
(TIK), ETH Zurich, Zurich, Switzerland.

Yunhao Liu (F’16) received the B.S. degree in au-
tomation from Tsinghua University, Beijing, China,
in 1995 and the M..S. and Ph.D. degrees in computer
science and engineering from Michigan State Uni-
versity, East Lansing, MI, USA, in 2003 and 2004,
respectively.

He is currently an EMC Chair Professor with
Tsinghua University. His research interests include
wireless sensor networks, peer-to-peer computing,
and pervasive computing.

Dr. Liu is a Fellow of the Association for
Computing Machinery.

Mingyan Liu (F’16) received the Ph.D. degree in
electrical engineering from the University of Mary-
land, College Park, MD, USA, in 2000.

Since 2000, she has been with the Department of
Electrical Engineering and Computer Science, Uni-
versity of Michigan, Ann Arbor, MI, USA, where she
is currently a Professor. Her research interests include
optimal resource allocation, performance modeling
and analysis, and energy efficient design of wireless,
ad hoc, and sensor networks.




<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <FEFF30d330b830cd30b9658766f8306e8868793a304a3088307353705237306b90693057305f002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a3067306f30d530a930f330c8306e57cb30818fbc307f3092884c3044307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


